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1
SERVER AND METHOD FOR THE SAME

CROSS-REFERENCE TO RELATED
APPLICATION

This application claims priority under 35 U.S.C. §119
from Japanese Patent Application No. 2011-262487 filed on
Nov. 30, 2011. The entire subject matter of the application
is incorporated herein by reference.

BACKGROUND

1. Technical Field

The following description relates to one or more tech-
niques for a server connectable with an image processing
device, more particularly, for a server configured to perform
data communication of a job with an image processing
device in a state where an established connection is main-
tained between the server and the image processing device.

2. Related Art

An image processing system has been known that
includes a server and an image processing device configured
to accept a job from the server in a state where an established
connection with the server is maintained.

As an example of the known image processing system, a
technique has been proposed in which when a user performs
a copying operation with a multi-function peripheral, the
user reads out authentication data from his/her ID card using
a card reading device, transmits the authentication data to a
print limiting server to conduct authentication with respect
to the authentication data, and issues an instruction to begin
the copying operation at any time after the authentication.
Further, in the proposed technique, the multi-function
peripheral issues a notification on logout to the print limiting
server after a lapse of a predetermined time period since
completion of the copying operation.

SUMMARY

However, the proposed printing system has the following
problem. That is, when the user utilizes a plurality of image
processing devices, the user is required to configure trouble-
some settings for each of the image processing devices. For
instance, when an image processing device terminates the
connection with the server, the user has to reestablish the
connection to utilize the image processing device again. To
establish the connection between the server and the image
processing device, the user needs to perform troublesome
operations such as reading out the ID card and entering
account information. In particular, as the number of the
image processing devises available for the user increases,
the user is required to make more effort to configure the
settings for each image processing device.

Aspects of the present invention are advantageous to
provide one or more improved, techniques for a server that
make it possible to lessen a burden placed on a user who is
required to configure settings for available image processing
devices.

According to aspects of the present invention, a server is
provided that includes a connection establishing unit con-
figured to establish a connection with an intended image
processing device, an information acquiring unit configured
to acquire user information for identifying a user who
requests to establish the connection with the intended image
processing device, a storage unit configured to store the user
information acquired by the information acquiring unit, in
association with the intended image processing device, and
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2

a changing unit configured to change a setting for each
image processing device belonging to a group that includes
image processing devices stored in the storage unit in
association with user information identical to the acquired
user information.

According to aspects of the present invention, further
provided is a server that includes an connection interface
configured to connect with an external device, a storage unit,
and a controller configured to perform control operations
including establishing a connection with an intended image
processing device, via the connection interface, acquiring
user information for identifying a user who requests to
establish the connection with the intended image processing
device, storing, in the storage unit, the acquired user infor-
mation in association with the intended image processing
device, and changing a setting for each image processing
device belonging to a group that includes image processing
devices stored in the storage unit in association with user
information identical to the acquired user information.

According to aspects of the present invention, further
provided is a method configured to be implemented on a
processor, the method including establishing a connection
with an image processing device, acquiring user information
for identifying a user who requests to establish the connec-
tion with the image processing device, storing, in a storage
unit, the acquired user information in association with the
image processing device, and changing a setting for each
image processing device belonging to a group that includes
image processing devices stored in the storage unit in
association with user information identical to the acquired
user information.

BRIEF DESCRIPTION OF THE
ACCOMPANYING DRAWINGS

FIG. 1 is a block diagram schematically showing a
configuration of an image processing system and an elec-
trical configuration of a cloud server in embodiments
according to one or more aspects of the present invention.

FIG. 2 is a block diagram schematically showing opera-
tions of the image processing system in the embodiments
according to one or more aspects of the present invention.

FIG. 3 exemplifies a group DB of the cloud server that is
a database for grouping and managing printers, which utilize
the cloud server, by account in the embodiments according
to one or more aspects of the present invention.

FIG. 4 exemplifies an account DB of the cloud server that
is a database for storing accounts in association with respec-
tive passwords in the embodiments according to one or more
aspects of the present invention.

FIG. 5 is a flowchart showing an operational procedure of
a printer connecting process to be executed by the cloud
server to control a status (sign-in/sign-out) of a connection
with a printer in a first embodiment according to one or more
aspects of the present invention.

FIG. 6 is a flowchart showing an operational procedure of
a PC connecting process to be executed by the cloud server
to control a status (login/Logout) of a connection with a PC
in the first embodiment according to one or more aspects of
the present invention.

FIG. 7 is a flowchart showing an operational procedure of
a group sign-in process to be executed in the PC connecting
process by the cloud server in the first embodiment accord-
ing to one or more aspects of the present invention.

FIG. 8 exemplifies changes of the group DB made in the
group sign-in process in the first embodiment according to
one or more aspects of the present invention.
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FIG. 9 exemplifies changes of the group DB made before
a group sign-out process in the first embodiment according
to one or more aspects of the present invention.

FIG. 10 is a flowchart showing an operational procedure
of the group sign-out process to be executed in the PC
connecting process by the cloud server in the first embodi-
ment according to one or more aspects of the present
invention.

FIG. 11 is a flowchart showing an operational procedure
of a printer setting process to be executed by the cloud server
to change settings for printers in response to a setting change
instruction from the PC in the first embodiment according to
one or more aspects of the present invention.

FIG. 12 is a flowchart showing an operational procedure
of a group sign-out process to be executed in the PC
connecting process by the cloud server in a second embodi-
ment according to one or more aspects of the present
invention.

FIG. 13 exemplifies changes of the group DB made in the
second embodiment according to one or more aspects of the
present invention.

DETAILED DESCRIPTION

It is noted that various connections are set forth between
elements in the following description. It is noted that these
connections in general and, unless specified otherwise, may
be direct or indirect and that this specification is not intended
to be limiting in this respect. Aspects of the invention may
be implemented in computer software as programs storable
on computer readable media including but not limited to
RAMs, ROMs, flash memories, EEPROMs, CD-media,
DVD-media, temporary storage, hard disk drives, floppy
drives, permanent storage, and the like.

Hereinafter, embodiments according to aspects of the
present invention will be described in detail with reference
to the accompanying drawings. In the embodiments, aspects
of the present invention are applied to an image processing
system that includes a cloud server configured to store print
data, a printer having a printing function, and a personal
computer (PC) configured to create a print job. It is noted
that the cloud server, which is a virtual server beyond a
cloud in a concept of cloud computing, is configured to be
operated on a WEB browser by letting packets pass through
the cloud.

[Configuration of Image Processing System]|

As shown in FIG. 1, an image processing system 900
according to aspects of the present invention includes print-
ers 100,101, 102,103, and 104, a PC 200, and a cloud server
300. The cloud server 300 is configured to store a print job
output from the PC 200 and transmit the stored print job to
the printers 100 to 104.

In the image processing system 900, the PC 200 is
required to establish a communication connection with the
cloud server 300 in order to transmit a print job to the cloud
server 300. Further, each of the printers 100 to 104 is
required to establish a communication connection with the
cloud server 301) in order to acquire print data from the
cloud server 300, it is noted that a state where the commu-
nication connection is established contains not only a physi-
cally connected state but also a state where the cloud server
300 permits communication with the PC 200 or any of the
printers 100 to 104.

In the disclosure, an operation for the PC 200 to establish
a communication connection with the cloud server 300 will
be referred to as “login.” Further, an operation for the PC
200 to terminate the communication connection will be
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referred to as “logout.” In addition, an operation for a printer
100, 101, 102, 103, or 104 to establish a communication
connection with the cloud server 300 will be referred to as
“sign-in,” Furthermore, an operation for the printer to ter-
minate the communication connection will be referred to as
“sign-out.”

It is noted that there may be one or more image processing
devices (such as different printers, image scanners, and
facsimile machines) connected with the cloud server 300
other than the printers 100 to 104. However, FIG. 1 shows
only the printers 100 to 104 as examples of the image
processing devices connected with the cloud server 300 for
the sake of descriptive simplicity. Further, there may be one
or more information processing devices (such as different
PCs and smart phones) connected with the cloud server 300
other than the PC 200. However, FIG. 1 shows only the PC
200 as an example of the information processing devices
connected with the cloud server 300 for the sake of descrip-
tive simplicity.

[Configuration of Cloud Server]

In the disclosure, as shown in FIG. 1, the cloud server 300
includes a controller 50 that includes a CPU 51, a ROM 52,
a RAM 53, a non-volatile RAM (NVRAM) 54, and a
network interface 57.

030The ROM 52 stores programs for managing jobs and
various kinds of information (such as settings and initial
values). The RAM 53 and the NVRAM 54 are utilized as
work areas for loading various programs thereinto or storage
areas for temporarily storing data.

The CPU 51 is configured to perform a management
operation of managing a job while storing processing results
into the RAM 53 or the NVRAM 54 in accordance with the
programs read out from the ROM 52.

The network interface 57 is an interface for achieving
communication with other devices. The cloud server 300
receives, via the network interface 57, various requests
transmitted by the printers 100 to 104 or the print job
transmitted from the PC 200.

As shown in FIG. 2, the cloud server 300 has a database
(hereinafter referred to as a “group DB 5417) for grouping
and managing printers, which utilize the cloud server 300,
by account. The group DB 541 is in a storage device (such
as the RAM 53 and the NVRAM 54) of the cloud server 300.

Specifically, as shown in FIG. 3, the group DB 541 is
configured to store records each of which contains (respec-
tive values for) information items such as “group name,”
“account name,” “printer name,” “printer address,” “estab-
lishment status,” “establishment time,” and “‘self-disconnec-
tion.” Registration of a record in the group DB 541 is
automatically carried out when a printer signs in on the
cloud server 300. An additional record may be registered in
the group DB 541 by a user having an administrative
authority.

The “account name,” which is one of the information
items contained in each record stored in the group DB 541,
is information for identifying an account used for signing in
on the cloud server 300. The “printer name” is information
for identifying (a name of) a printer. The “printer address”
is information for storing an address of the printer identified
by the “printer name,” In the disclosure, an IP address is
stored for the “printer address.” However, any information
for identifying an address of a printer, such as a MAC
address, may be stored for the “printer address.” The “estab-
lishment status” provides information as to whether the
connection is currently being established (maintained)
between the cloud server 300 and the printer identified by
the “printer name.” Specifically, a value “IN” for the “estab-
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lishment status™ represents a status where the printer iden-
tified by the “printer name” has signed in on the cloud server
300 (and the established connection therebetween is cur-
rently maintained). Meanwhile, a value “OUT” for the
“establishment status” represents a status where the printer
identified by the “printer name” has signed out from the
cloud server 300 (and the connection therebetween is not
currently maintained). The “establishment time” provides
information on a time when the last sign-in was performed
between the cloud server 300 and the printer identified by
the “printer name.” The “self-disconnection” is information
representing whether a sign-out request is a request issued
by the cloud server 300 or by the printer by the user). For
instance, when a sign-out instruction is input by a user
through an operation panel of a printer, a sign-out request is
issued by the printer. When the “self-disconnection” has a
value “ON,” it represents that a sign-out request is a request
issued by the cloud server 300. Meanwhile, when the
“self-disconnection” has a value “OFF,” it represents that a
sign-out request is a request issued by the printer identified
by the “printer name.” The value “OFF” is stored as an
initial setting value for the “self-disconnection.” An expla-
nation will be provided later about an exemplary case where
the value for the “self-disconnection” is changed to “ON.”

The cloud server 300 manages records having the same
account name, of the records registered in the group DB 541,
as a single group. The “group name” of the group DB 541
is information for identifying a group. When a new record is
added, if there is a record registered in the group DB 541
with the same account name as an account name included in
the new record, the new record is provided with the same
group name as the registered record. Meanwhile, if there is
no record registered with the same account name as the new
record, the new record is provided with a new group name
different from the group name of any other record registered
in the group DB 541.

In addition, the cloud server 300 has a database (herein-
after referred to as an “account DB 542”) for storing
accounts in association with respective passwords. The
account DB 542 is referred to in an authentication process
for sign-in or login. Specifically, as shown in FIG. 4, the
account DB 542 is configured to store records each of which
contains an account name and a password corresponding to
the account name. The records are registered in the account
DB 542 by a user having an administrative authority, in
advance of sign-in and login.

[Overview of Operations of Image Processing System |

Subsequently, an overview of operations of the image
processing system 900 will be described with reference to
FIG. 2. In order to carry out printing with the image
processing system 900, it is required to previously establish
both a communication connection between the printer 100
and the cloud server 300 and a communication connection
between the PC 200 and the cloud server 300.

Firstly, in the sign-in for establishing the communication
connection between the printer 100 and the cloud server 300,
the user enters an account and a password for the account in
the printer 100. Then, when the cloud server 300 certificates
the group account, the communication connection between
the printer 100 and the cloud server 300 is established.

When establishing the communication connection with
the cloud server 300, that is, successfully signing in on the
cloud server 300, the printer 100 begins to periodically issue
a transmission request to the cloud server 300. The periodi-
cally-issued transmission request requests the cloud server
300 to transmit print job to the printer 100 when the cloud
server 300 receives the print job from a user belonging to the
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account used for the sign-in. The printer 100 receives the
print job that is transmitted by the cloud server 300 in
response to the transmission request, and performs printing
based on the print job.

Meanwhile, in the login for establishing the communica-
tion connection between the PC 200 and the cloud server
300, the user enters an account and a password for the
account in the PC 200. The account is the same account as
used for the sign-in. Then, when the cloud server 300
certificates the account, the communication connection
between the PC 200 and the cloud server 300 is established.

When the communication connection is established
between the PC 200 and the cloud server 300, that is, the
login is successfully achieved, the print job is allowed to be
transmitted from the PC 200 to the cloud server 300. The
transmitted print job is once stored in a print buffer of the
cloud server 300. Then, when the printer 100 issues the
transmission request to the cloud server 300, the print job is
transmitted to the printer 100, such that the printer 100
performs printing based on the print job.

Control of Cloud Server
First Embodiment

Subsequently, an explanation will be provided about
operational procedures of the cloud server 300 to achieve the
aforementioned operations of the image processing system
900.

[Sign-in and Sign-Out]

Firstly an explanation will be provided about an opera-
tional procedure of a printer connecting process for control-
ling the status (sign-in/sign-out) of the connection with the
printer 100, with reference to FIG. 5. The printer connecting
process is periodically (e.g., every one second) performed by
the controller 50, it is noted that the controller 50 controls
the status of the connection with image processing devices
other than the printer 100 in the same procedure.

In the printer connecting process, firstly, the controller 50
determines whether there is a sign-in request issued by the
printer 100 (S101). When determining that there is a sign-in
request issued by the printer 100 (S101: Yes), the controller
50 acquires authentication information added to the sign-in
request, and performs account authentication based on the
authentication information (S102). Specifically, in S102, the
controller 50 acquires the authentication information which
contains the account and the password entered by the user,
and determines whether a combination of the account and
the password contained in the acquired authentication infor-
mation is coincident with the account information managed
in the account DB 542. When determining that the combi-
nation of the account and the password is coincident with the
account information managed in the account DB 542, the
controller 50 succeeds in the account authentication. Mean-
while, when determining that the combination of the account
and the password is not coincident with the account infor-
mation managed in the account DB 542, the controller 50
fails in the account authentication. Thereafter, the controller
50 transmits the result of the account authentication to the
printer 100 which has issued the sign-in request (S103).

Next, the controller 50 determines whether the controller
50 has succeeded in the account authentication attempted in
S102 (S104). When determining that the controller 50 has
failed in the account authentication (S104: No), the control-
ler 50 terminates the printer connecting process without
establishing the connection with the printer 100.
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When determining that the controller 50 has succeeded in
the account authentication (S104: Yes), the controller 50
establishes the connection with the printer 100 (S105), such
that the cloud server 300 begins to accept the transmission
request issued by the printer 100.

After S105, the cloud server 300 updates the group DB
541. In a process to update the group DB 541, firstly, the
controller 50 determines whether a combination of the
printer 100 which has succeeded in the sign-in and the
account entered by the user for the sign-in is registered in the
group DB 541 (S106). Namely, in the case where the same
printer has ever established the connection with the cloud
server 300 using the same account, a record having the
combination of the same printer and the same account may
be retained in the group DB 541. At the time of issuance of
the sign-in request by the printer 100, the previous connec-
tion between the cloud server 300 and the printer 100 is
terminated. Therefore, in the group DB 541, the value
“OUT” is stored for the establishment status of the record for
the printer 100. Thus, when determining that a combination
of the printer 100 which has succeeded in the sign-in and the
account entered by the user for the sign-in is registered in the
group DB 541 (S106: Yes), the controller 50 changes the
value for the “establishment status” of the record having the
combination to “IN” (S107). Further, the controller 50
updates the establishment time of the record. After S107, the
controller 50 terminates the printer connecting process.

Meanwhile, when determining that a combination of the
printer 100 which has succeeded in the sign-in and the
account entered by the user for the sign-in is not registered
in the group DB 541 (S106: No), the controller 50 deter-
mines whether there is a record previously registered in the
group DB 541 that has the same account as the account
entered by the user for the sign-in (S108). When determining
that there is a record previously registered in the group DB
541 that has the same account as the account entered by the
user for the sign-in (S108: Yes), the controller 50 creates a
record having the same group name as the group name of the
previously-registered record having the same account as the
account entered by the user for the sign-in, and stores into
the created record the combination of the printer 100 which
has succeeded in the sign-in and the account entered by the
user for the sign-in (S109). Namely the controller 50 reg-
isters the printer 100 as a member of the existing (previ-
ously-registered) group.

When determining that there is not a record previously
registered in the group DB 541 that has the same account as
the account entered by the user for the sign-in (S108: No),
the controller 50 creates a record having a new group name
different from any other existing group name, and stores
(registers) into the created record the combination of the
printer 100 which has succeeded in the sign-in and the
account entered by the user for the sign-in (S110). Namely,
the controller 50 registers the printer 100 as a member of the
newly registered group. After execution of S109 or S110, the
controller 50 terminates the printer connecting process.

Meanwhile, referring back to S101, when determining
that there is not a sign-in request issued by the printer 100
(S8101: No), the controller 50 determines whether there is a
sign-out request issued by the printer 100 (S111). When
determining that there is not a sign-out request issued by the
printer 100 (S111: No), the controller 50 terminates the
printer connecting process.

When determining that there is a sign-out request issued
by the printer 100 (S111: Yes), the controller 50 terminates
the connection with the printer 100 (S112). It is noted that,
in S112, the cloud server 300 does not cut off the physical
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connection with the printer 100 but halts receipt of the
transmission request from the printer 100.

After S112, the controller 50 determines whether the
sign-out request is a request issued in response to a sign-out
request issuance instruction issued from the cloud server 300
to the printer 100 (S113). In S113, the controller 50 deter-
mines that the sign-out request is a request issued in
response to a sign-out request issuance instruction issued
from the cloud server 300 to the printer 100, when the record
having the combination of the printer 100 and the account
used for the sign-ho stores the value “ON” for the “self-
disconnection.” An explanation will be provided later about
an exemplary case where the value for the “self-disconnec-
tion” is changed to “ON.”

When determining that the sign-out request is a request
issued in response to a sign-out request issuance instruction
issued from the cloud server 300 to the printer 100 (S113:
Yes), the controller 50 changes the value for the “establish-
ment status” of the record having the combination of the
printer 100 and the account used for the sign-in, to “OUT”
(S114). Thus, the controller 50 leaves the record stored in the
group DB 541.

Meanwhile, when determining that the sign-out request is
not a request issued in response to a sign-out request
issuance instruction issued from the cloud server 300 to the
printer 100 (S113: No), the controller 50 deletes, from the
group DB 541, the record having the combination of the
printer 100 and the account used for the sign-in (S115). After
execution of S114 or S115, the controller 50 terminates the
printer connecting process.

[Login and Logout]

Subsequently, an explanation will be provided about an
operational procedure of a PC connecting process for con-
trolling the status (login/logout) of the connection with the
PC 200, with reference to FIG. 6. The printer connecting
process is periodically (e.g., every one second) performed by
the controller 50. It is noted that the controller 50 controls
the status of the connection with information processing
devices other than the PC 200 in the same procedure.

In the printer connecting process, firstly, the controller 50
determines whether there is a login request issued by the PC
200 (S121). When determining that there is a login request
issued by the PC 200 (S121: Yes), the controller 50 acquires
authentication information added to the login request, and
performs account authentication based on the authentication
information (S122). In S122, the controller 50 performs
operations equivalent to those in S102. Thereafter, the
controller 50 transmits the result of the account authentica-
tion to the PC 200 which has issued the login request (S123).

Next, the controller 50 determines whether the controller
50 has succeeded in the account authentication attempted in
S122 (S124). When determining that the controller 50 has
failed in the account authentication (S124: No), the control-
ler 50 terminates the PC connecting process without estab-
lishing the connection with the PC 200.

When determining that the controller 50 has succeeded in
the account authentication (S124: Yes), the controller 50
establishes the connection with the PC 200 (S125), such that
the cloud server 300 authorizes acceptance of a job trans-
mitted by the PC 200.

After S125, the controller 50 determines whether the
account used when the PC 200 has logged in to the cloud
server 300 is registered in the group DB 541 (5126). In
S126, when there is a record storing the same account as the
account used when the PC 200 has logged in to the cloud
server 300, the controller 50 determines that the account
used when the PC 200 has logged in to the cloud server 300
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is registered in the group DB 541. When determining that the
account used when the PC 200 has logged in to the cloud
server 300 is not registered in the group DB 541 (S126: No),
the controller 50 terminates the PC connecting process.

Meanwhile, When determining that the account used
when the PC 200 has logged in to the cloud server 300 is
registered in the group DB 541 (S126: Yes), the controller 50
performs a group sign-in process to establish connections
with all printers that belong to a group corresponding to the
account (S127).

FIG. 7 is a flowchart showing a detailed procedure of the
group sign-in process to be executed in S127. In the group
sign-in process, as shown in FIG. 7, firstly, the controller 50
determines whether a group sign-in setting is effective
(S141). It is noted that the cloud sever 300 is configured to
accept user settings that contain the group sign-in setting as
to whether to allow each printer belonging to one group to
sign in on the cloud server 300 and to store the user settings
on the NVRAM 54.

When determining that the group sign-in setting is effec-
tive (S141: Yes), the controller 50 transmits, to each of the
printers which belong to the group corresponding to the
account used when the PC 200 has logged in to the cloud
server 300, a sign-in request issuance instruction to instruct
each of the printers to issue a sign-in request (S151). In
S151, the controller 50 refers to the account DB 542 and
adds, to the sign-in request issuance instruction, the account
(used when the PC 200 has logged in to the cloud server 300)
and the password corresponding to the account. Each printer,
which has received the sign-in request issuance instruction,
issues a sign-in request to the cloud server 300. If is noted
that the controller 50 may be configured not to transmit the
sign-in request issuance instruction to a printer that has
already signed in on the cloud server 300. Further, even
though the controller 50 transmits the sign-in request issu-
ance instruction to a printer that has already signed in on the
cloud server 300, the printer may be configured to disregard
the sign-in request issuance instruction.

The cloud server 300, which has received the sign-in
request from a printer, establishes a connection with the
printer in accordance with the aforementioned printer con-
necting process see FIG. 5). Thereby, among the printers
which belong to the group corresponding to the account used
when the PC 200 has logged in to the cloud server 300, a
printer that has been disconnected from the cloud server 300
at the time of the login is allowed to automatically sign in on
the cloud server 300.

For instance, as shown in FIG. 8, when the PC 200 has
logged in the cloud server 300 with the account A, the cloud
server 300 automatically establishes the connection with the
printers 101 and 102 that have been disconnected from the
cloud server 300 at the time when the PC 200 has logged in,
among the printers 100, 101, and 102 that belong to the
group A corresponding to the account A. Consequently, the
user who uses the account A is allowed to utilize the printers
100, 101, and 102 without having to perform troublesome
operations of inputting a sign-in instruction to the printers
101 and 102.

Meanwhile, when determining that the group sign-in
setting is not effective (S141: No), the controller 50 causes
the user to select target printers to sign in on the cloud server
300 (S142). Specifically, the controller 50 extracts printers
that are currently disconnected from the cloud server 300,
from the printers that belong to the group corresponding to
the account used when the PC 200 has logged in to the cloud
server 300, and issues an instruction to cause the PC 200 to
display a dialog for prompting the user to select printers to
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sign in on the cloud server 300 and printers not to sign in on
the cloud server 300. Results regarding the user selection are
transmitted from the PC 200 to the cloud server 300.

The cloud server 300, which has received the results
regarding the user selection, issues the sign-in request issu-
ance instruction to the selected printers (S143). Thereby,
although the user has an additional burden placed on him/her
to select the target printers to sign in on the cloud server 300,
the user is allowed, to make a determination for each printer
as to whether to establish the connection between the printer
and the cloud server 300. Thus, it is possible to avoid
establishment of the connection between the cloud server
300 and a printer that the user does not wish to utilize and
to lessen a processing load regarding establishment of the
connection between the cloud server 300 and the printers.

After execution of S143 or S151, the controller 50 ter-
minates the group sign-in process. Further, going back to the
PC connecting process shown in FIG. 6, the controller 50
terminates the PC connecting process after execution of the
group sign-in process in S127.

Meanwhile, referring back to S121, when determining
that there is not a login request issued, by the PC 200 (S121:
No), the controller 50 determines whether there is a logout
request issued by the PC 200 (S131). When determining that
there is not a logout request issued by the PC 200 (S131:
No), the controller 50 terminates the PC connecting process.

Meanwhile, when determining that there is a logout
request issued by the PC 200 (S131: Yes), the controller 50
terminate the connection with the PC 200 (S132). It is noted
that, in S132, the cloud server 300 does not cut off the
physical connection with the PC 200 but prohibits accep-
tance of the job from the PC 200.

Further, after S132, the controller 50 determines whether
the account with which the PC 200 has logged out from the
cloud server 300 is registered in the group DB 541 (S133).
Namely, in S133, the controller 50 determines whether there
is a printer that belongs to the group corresponding to the
account with which the PC 200 has logged out from the
cloud server 300. When determining that the account with
which the PC 200 has logged out from the cloud server 300
is not registered in the group DB 541 (S133: No), the
controller 50 terminates the PC connecting process.

Meanwhile, when determining that the account with
which the PC 200 has logged out from the cloud server 300
is registered in the group DB 541 (S133: Yes), the controller
50 changes, to “ON,” the value for the “self-disconnection”
of the record for each printer that belongs to the group
corresponding to the account (S134). For instance, as shown
in FIG. 9, in the case where the account with which the PC
200 has logged out from the cloud server 300 is the account
A, the controller 50 changes, to “ON,” the value of the
“self-disconnection” for each of the printers 100, 101, and
102 that belong to the group A corresponding to the account
A. Thereafter, the controller 50 performs a group sign-out
process to terminate the connection with each printer that
belongs to the group corresponding to the account (S135).

FIG. 10 is a flowchart showing a detailed procedure of the
group sign-out process to be executed in S135. In the group
sign-out process, firstly, the controller 50 determines
whether a group sign-out setting is effective (S161), it is
noted that the cloud sever 300 is configured to accept user
settings that contain the group sign-out setting as to whether
to allow each printer belonging to one group to sign out from
the cloud server 300 and to store the user settings on the
NVRAM 54.

When determining that the group sign-out setting is
effective (S161: Yes), the controller 50 determines whether
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an exclusion setting, which is for excluding printers that
satisfy exclusion requirements from target printers to sign
out from the cloud server 300, is effective (S171). The cloud
sever 300 is configured to accept user settings that contain
the exclusion setting and to store the user settings on the
NVRAM 54.

The exclusion requirements may include a requirement
that an elapsed time since a printer has signed in on the cloud
server 300 is equal to or less than a predetermined time (e.g.,
10 minutes). The predetermined time may be set by the user
or before shipment. A printer, immediately after having
signed in on the cloud server 300, is likely to be utilized
shortly. Hence, when the connection between the printer and
the cloud server 300 is terminated in such a situation, it
might cause inconvenience to the user. Therefore, the printer
is desired to be excluded from the target printers to sign out
from the cloud server 300. The elapsed time since the sign-in
is determined based on the value for the “establishment
time” stored in each record of the group DB 541.

The exclusion requirements may include a requirement
that a printer, which belongs to a plurality of groups, is
maintaining the established connection with the cloud server
300 with respect to two or more groups. A printer, which is
maintaining the connection with the cloud server with
respect to two or more accounts, is utilized with an account
different from the account with which the PC 200 has logged
out from the cloud server 300. Hence, when the connection
between the printer and the cloud server 300 is terminated,
it might cause inconvenience to users of the different
account. Therefore, the printer is desired to be excluded
from the target printers to sign out from the cloud server 300.

The exclusion requirements may include a requirement
that a printer is arbitrarily selected by the user as a printer to
be excluded. For instance, when the user is allowed to
arbitrarily select a printer to be excluded, it is possible to
secure an instantly available printer even though the con-
nections between the cloud server 300 and a plurality of
printers are terminated at one time.

When determining that the exclusion setting is effective
(S171: Yes), the controller 50 selects a printer (hereinafter
referred to as an “excluded primer”) that satisfies the exclu-
sion requirements within the group corresponding to the
account with which the PC 200 has logged out from the
cloud server 300 (S181). Then, the controller 50 determines
whether there is an excluded printer (S182).

When determining that there is an excluded printer (S182:
Yes), the controller 50 issues a sign-out request issuance
instruction to instruct printers, other than the excluded
printer, which belong to the group corresponding to the
account with which the PC 200 has logged out from the
cloud server 300, to issue a sign-out request (S183). Each
printer that has received the sign-out request issuance
instruction issues the sign-out request to the cloud server
300. It is noted that the controller 50 may not issue the
sign-out request issuance instruction to printers that have
already signed out. Further, even though the controller 50
issues the sign-out request issuance instruction to printers
that have already signed out, the printers that have already
signed out may disregard the sign-out request issuance
instruction.

The cloud server 300, which has received the sign-out
request from a printer, terminates the connection with the
printer in accordance with the printer connecting process see
FIG. 5). Thereby, a printer that has maintained the estab-
lished connection with the cloud server 300 at the time when
the PC 200 has logged out from the cloud server 300, among
the printers that belong to the group corresponding to the
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account with which the PC 200 has logged out, automati-
cally signs out from the cloud server 300. Consequently, the
user who uses the account with which the PC 200 has logged
out is allowed to finish utilizing each of the target printers to
sign out, without having to perform troublesome operations
of inputting a sign-out instruction to each of the target
printers to sign out.

It is noted that, when a printer signs out after the cloud
server 300 has issued the sign-out request issuance instruc-
tion as executed in S183, the record for the printer is not
deleted in the printer connecting process since the value for
the “self-disconnection” of the record for the printer is
changed to “ON” in S134. Therefore, when the PC 200 again
logs in to the cloud server 300 after the printer has signed
out, the printer is identified as a target printer to automati-
cally sign in in the group sign-in process of S127. Mean-
while, when a printer signs out in response to a user
instruction, it is presumed that the user does not have an
intention to utilize the printer to sign out. Hence, in such a
case, the printer is excluded from the group corresponding
to the account with which the PC 200 has again logged in,
s0 as to be excluded from target printers to automatically
sign in in the group sign-in process of S127. The same
applies to below-mentioned steps S172 and S163.

When there is not an excluded printer (S182: No), or the
exclusion setting is not effective (S171: No), all printers that
belong to the group corresponding to the account with which
the PC 200 has logged out from the cloud server 300 are
identified as target printers to automatically sign out. Thus,
the controller 50 issues the sign-out request issuance instruc-
tion to each printer that belongs to the group corresponding
to the account with which the PC 200 has logged out (S172).

Further, when determining that the group sign-out setting
is not effective (S161: No), the controller 50 causes the user
to select target printers to sign out from the cloud server 300
(S162). Specifically, the controller 50 extracts printers that
are currently maintaining the established connection with
the cloud server 300, from the printers that belong to the
group corresponding to the account with which the PC 200
has logged out from the cloud server 300, and issues an
instruction to cause the PC 200 to display a dialog for
prompting the user to select printers to sign out and printers
not to sign out. Results regarding the user selection are
transmitted from the PC 200 to the cloud server 300.

The cloud server 300, which has received the results
regarding the user selection, issues the sign-out request
issuance instruction to the selected printers (S163). Thereby,
although the user has an additional burden placed on him/her
to select the target printers to sign out from the cloud server
300, the user is allowed to make a determination for each
printer as to whether to terminate the connection between
the printer and the cloud server 300. Thus, it is possible to
secure an available printer and meet a pressing print job.

After execution of S163, S172, or S183, the controller 50
issues a power-saving mode transition instruction for tran-
sition to a power-saving mode, to the printers to which the
controller 50 has issued the sign-out request issuance
instruction (S164). Thereby, it is possible to reduce an
amount of energy wasted in the printers that have signed out
from the cloud server 300. After S164, the controller 50
terminates the group sign-out process. Further, referring
back to FIG. 6 showing the PC connecting process, after
execution of the group sign-out process in S135, the con-
troller 50 waits for each of the printers to which the
controller 50 has issued the sign-out request issuance
instruction to complete signing out from the cloud server
300, for a predetermined time period, and then restore, to the
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initial value “OFF” the value for the “self-disconnection” of
each record of which the value for the “self-disconnection”
has been changed to “ON” in S134 (S136). Thereafter, the
controller 50 terminates the PC connecting process.

It is noted that, in the group sign-in process to be executed
in S127 (see FIG. 7), the controller 50 determines in S141
whether the group sign-in setting is effective, and when
determining that the group sign-in setting is not effective
(S141: No), the controller 50 causes (prompts) the user to
select target printers to sign in on the cloud server 300
(S142). However, without making the determination of
S141, the controller 50 may go to S151 to transmit the
sign-in request issuance instruction to each of the printers
which belong to the group corresponding to the account used
when the PC 200 has logged in to the cloud server 300. The
same may apply to S161 in the group sign-out process of
S135 (see FIG. 10).

Further, in the group sign-out process to be executed in
S135 (see FIG. 10), the controller 50 determines in S171
whether the exclusion setting is effective, and when deter-
mining that the exclusion setting is effective (S171: Yes), the
controller 50 selects a printer to be excluded from the target
printers to sign out in the group sign-out process. However,
without executing S181 and the subsequent steps, the con-
troller 50 may go to S172 to issue the sign-out request
issuance instruction to each printer that belongs to the group
corresponding to the account with which the PC 200 has
logged out (S172).

[Printer Settings]

Subsequently, an explanation will be provided about an
operational procedure of a printer setting process, in which
the cloud server 300 changes settings for printers in response
to a setting change instruction from the PC 200, with
reference to FIG. 11. The printer setting process is executed
by the controller 50 in response to receipt of a setting change
instruction for changing printer settings from the PC 200.

In the printer setting process, firstly, the controller 50
acquires, from the PC 200, information on setting changes
with respect to printer settings (S341). The printer settings
may contain settings regarding transition to the power-
saving mode, a time interval between the transmission
requests that a printer periodically issues after sign-in, and
a time-out time. Further, the printer settings may contain
settings relating to an operation panel (such as a language
setting, a contrasting density for a liquid-crystal panel, and
a speed for scrolling a text) and settings relating to an
interface (such as a selection of an interface, and a size of a
receive buffer).

Next, the controller 50 determines whether a group setting
is effective (S342). The cloud server 300 is configured to
accept user settings that contain the group setting as to
whether to configure the printer settings for each printer
belonging to one group and to store the user settings on the
NVRAM 54.

When determining that the group setting is effective
(S342: Yes), the controller 50 reflects the setting changes
with respect to the printer settings acquired in S341, on each
printer that belongs to the group corresponding to the
account with which the PC 200 is currently logging in to the
cloud server 300 (S351). Namely, the controller 50 config-
ures (changes) the printer settings for each printer belonging
to one group. Thereby, the user is allowed to collectively
configure (change) the printer settings for each printer
belonging to one group.

Meanwhile, when determining that the group setting is
not effective (S342: No), the controller 50 causes the user to
select target printers on which the setting changes acquired
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in S341 are to be reflected (S343). Specifically, the controller
50 extracts printers that are currently maintaining the estab-
lished connection with the cloud server 300, from the
printers that belong to the group corresponding to the
account used when the PC 200 has logged in to the cloud
server 300, and issues an instruction to cause the PC 200 to
display a dialog for prompting the user to make a selection
(determination) individually for each of the extracted print-
ers as to whether to reflect the setting changes on the printer.
Results regarding the user selection are transmitted from the
PC 200 to the cloud server 300.

The cloud server 300, which has received the results
regarding the user selection, reflects the setting changes on
the selected target printers (S344). Thereby, although the
user has an additional burden placed on him/her to select the
target printers on which the setting changes are to be
reflected, the user is allowed to make a determination
individually for each printer as to whether to reflect the
setting changes on the printer.

Second Embodiment

Subsequently, an explanation will be provided about an
exemplary application of the aforementioned operation pro-
cedures of the cloud server 300. FIG. 12 is a flowchart
showing a procedure of a group sign-out process of a second
embodiment, as an exemplary application of the group
sign-out process shown in FIG. 10.

It is noted that, in FIG. 12, the same operations (steps) as
exemplified in the first embodiment will be provided with
the same reference characters as those of the first embodi-
ment, and explanations about the operations will be omitted.
Specifically, the step S161 and the operations to be subse-
quently executed after the negative determination in S161
that the group sign-out setting is not effective (S161: No) are
applied in common between the first and second embodi-
ments, and therefore, explanations about them will be omit-
ted. Additionally, the step S171 and the operations to be
subsequently executed after the negative determination in
S171 that the exclusion setting is not effective (S171: No)
are applied in common between the first and second embodi-
ments, and therefore, explanations about them will be omit-
ted.

In the second embodiment, when determining that the
exclusion setting is effective (S171: Yes), the controller 50
refers to the group DB 541 and selects a printer redundantly
registered in association with a plurality of accounts (S281).
For instance, as shown in a table for “Before Logout” of
FIG. 13, the printer 102 is redundantly registered in asso-
ciation with the account A and the account B. In S281, such
a printer is selected as a redundantly-registered printer. It is
noted that the selection in S281 is made regardless of
whether a printer establishes the connection with the cloud
server 300.

Next, the controller 50 determines whether there is a
redundantly-registered printer selected in S281 (S282).
When determining that there is not a redundantly-registered
printer selected in S281 (S282: No), the controller 50 goes
to S172, where the controller 50 issues the sign-out request
issuance instruction to each printer that belongs to the group
corresponding to the account with which the PC 00 has
logged out.

Meanwhile, when determining that there is a redundantly-
registered printer selected in S281 (S282: Yes), the control-
ler 50 determines whether there is a different account with
which one or more printers are maintaining the established
connection with the cloud server 300, other than the account
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with which the PC 200 has logged out, that is, whether the
printers, belonging to the group corresponding to the
account with which the PC 200 has logged out, are only
maintaining the established connection with the cloud server
300 (S283). When the printers, belonging to the group
corresponding to the account with which the PC 200 has
logged out, are only maintaining the established connection
with the cloud server 300 (S283: Yes), even though the
connection between the redundantly-registered printer and
the cloud server 300 is terminated, it is not likely to cause
inconvenience to users of accounts other than the account
with which the PC 200 has logged out. Hence, the controller
50 goes to S172 to issue the sign-out request issuance
instruction to each of the printers, including the redundantly-
registered printer, which belong to the group corresponding
to the account with which the PC 200 has logged out.

Meanwhile, when there is a different account with which
one or more printers are maintaining the established con-
nection with the cloud server 300, other than the account
with which the PC 200 has logged out, (S283: Yes), if the
connection between the redundantly-registered printer and
the cloud server 300 is terminated, it is likely to cause
inconvenience to a user of the different account other than
the account with which the PC 200 has logged out. Hence,
the controller 50 issues the sign-out request issuance instruc-
tion to each of printers, other than the redundantly-registered
printer, which belong to the group corresponding to the
account with which the PC 200 has logged out (S284).
Namely, as shown in a table for “After Logout” of FIG. 13,
the controller 50 does not terminate the connection between
the redundantly-registered printer (in FIG. 13, the printer
102) and the cloud server 300. Thereby, it is possible to
avoid inconvenience that might be caused to the user of the
different account other than the account with which the PC
200 has logged out.

It is noted that, in the second embodiment, when selecting
the redundantly-registered printer in S281, the controller 50
does not determine whether the redundantly-registered
printer is maintaining the established connection with the
cloud server 300. However, the controller 50 may select the
redundantly-registered printer in S281 based on an addi-
tional requirement that the redundantly-registered printer is
maintaining the established connection with the cloud server
300. In this case, when there is a redundantly-registered
printer selected in S281, it represents that the selected
redundantly-registered printer is maintaining the established
connection with the cloud server 300 using a plurality of
accounts. In other words, when there is only a single account
that is maintaining the established connection with the cloud
server 300, the controller 50 does not select any printer as a
redundantly-registered printer in S281. Therefore, in such a
case, S283 is unnecessary.

As described, above, the cloud server 300 of the first and
second embodiments is configured to define a group of
printers using the same account and collectively change the
settings for each printer belonging to one group. Thereby, it
is possible to lessen a burden placed on the user who is
required to change the settings for each of the available
printers.

Hereinabove, the embodiments according to aspects of
the present invention have been described. The present
invention can be practiced by employing conventional mate-
rials, methodology and equipment. Accordingly, the details
of such materials, equipment and methodology are not set
forth herein in detail. In the previous descriptions, numerous
specific details are set forth, such as specific materials,
structures, chemicals, processes, etc., in order to provide a
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thorough understanding of the present invention. However,
it should be recognized that the present invention can be
practiced without reapportioning to the details specifically
set forth. In other instances, well known processing struc-
tures have not been described in detail, in order not to
unnecessarily obscure the present invention.

Only exemplary embodiments of the present invention
and but a few examples of their versatility are shown and
described in the present disclosure. It is to be understood that
the present invention is capable of use in various other
combinations and environments and is capable of changes or
modifications within the scope of the inventive concept as
expressed herein. For example, the following modifications
are possible.

[Modifications]

The printer 100 exemplified in the aforementioned
embodiments may be replaced with any other devices hav-
ing an image processing function such as an image scanner,
a facsimile machine, a copy machine, and a multi-function
peripheral. In addition, the PC 200 configured to transmit the
print job to the printer 100 may be replaced with mobile
devices such as smartphones.

In the aforementioned embodiments, to establish the
communication connection between the cloud server 300
and the printer 100, the authentication process is performed
with the password. However, aspects of the present inven-
tion may be applied to a system configured to establish the
communication connection between the cloud server 300
and the printer 100 without the authentication process. For
example, the cloud server 300 may acquire information for
identifying a printer and then issue the connection request to
the printer identified by the acquired information. The same
manner may apply to establishment of the communication
connection between the cloud server 300 and the PC 200.

In the aforementioned embodiments, the account for
establishing the communication connection between the
cloud server 300 and the printer 100 is the same as the
account for establishing the communication connection
between the cloud server 300 and the PC 200. However,
different accounts may be used to establish the communi-
cation connection between the cloud server 300 and the
printer 100 and the communication connection between the
cloud server 300 and the PC 200, respectively. For instance,
the communication connection between the cloud server 300
and the PC 200 may be established with a user account.
Further, the communication connection between the cloud
server 300 and the printer 100 may be established with a
group account into which a plurality of user accounts are
grouped. Thereby, it is possible to use the printer 100 in
common with the plurality of users.

In the aforementioned embodiments, the cloud server 300
adds a record to or deletes a record front the group DB 541
(namely, forms or updates a group of printers available for
each user) when a printer signs in on or signs out from the
cloud server 300. However, the forming (updating) of the
group of the printers available for each user may be carried
out by a user input at any moment.

In the aforementioned embodiments, the cloud server 300
issues the power-saving mode transition instruction for
transition to the power-saving mode, to the printers to which
the controller 50 has issued the sign-out request issuance
instruction. However, a printer, which has received the
sign-out request issuance instruction, may voluntarily go to
the power-saving mode.

In the aforementioned embodiments, when the printer 100
signs in on the cloud server 300, the printer 100 periodically
issues, to the cloud server 300, the transmission request for
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transmission of a print job. However, the printer 100 may
issue the transmission request to the cloud server 300 in
response to receipt of an acquisition request from the cloud
server 300.

What is claimed is:

1. A server comprising:

a communication interface;

a storage unit configured to store a database comprising a
plurality of records, each of the plurality of records includ-
ing:

aunique combination of a group name identifying a group

and image processing device information for identify-

ing an image processing device associated with the

group; and

first user information associated with the group name
and the image processing device information; and

a controller configured to:
acquire second user information from an information

processing device via the communication interface;

perform user authentication using the acquired second
user information;

in response to the user authentication being successfully

performed, establish a connection with the information
processing device, via the communication interface;
and

extract from the database, a record from the plurality of

records that includes specific first user information
coincident with the second user information used for
the successful user authentication; and

in response to the record including the specific first user

information coincident with the second user informa-
tion used for the successful user authentication being
successfully extracted, automatically collectively
establish connections with the plurality of image pro-
cessing devices identified by specific image processing
device information included in the extracted record by
instructing each of the plurality of image processing
devices not already connected to the server to issue a
sign-in request to the controller,

the specific image processing device information being

associated with the specific first user information coin-
cident with the second user information used for the
successful user authentication to establish the connec-
tion between the server and the information processing
device,

the controller additionally configured to:

acquire a setting change instruction for changing an
image processing device setting from the authenti-
cated user via the communication interface;

determine whether a group setting is effective;

when the group setting is effective, change the setting
on each image processing device in the group
according to the setting change instruction; and

when the group setting is not effective, cause the user
to select one or more target image processing devices
on which the image processing device settings are to
be changed according to the setting change instruc-
tion.

2. The server according to claim 1, the controller further
configured to terminate connections with the plurality of
image processing devices.

3. The server according to claim 2,

the controller additionally configured to terminate the

connection with the information processing device and
upon terminating the connection with the information
processing device, terminate the connections with each
of the plurality of image processing devices.
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4. The server according to claim 2, wherein upon the
controller terminating the connections with the plurality of
image processing devices, the controller determines whether
the connection with the plurality of image processing
devices is terminated in response to a user instruction,

wherein the controller is further configured to:

when the controller determines that the connection with

the plurality of image processing devices is terminated
in response to the user instruction, exclude the plurality
of image processing devices from the group; and
when the controller determines that the connection with
the plurality of image processing devices is terminated
regardless of the user instruction, leave the plurality of
image processing devices included in the group.

5. The server according to claim 2,

wherein the controller is configured to place, into a

power-saving mode, each of the plurality of image
processing devices included in the group when termi-
nating the connection with each of the plurality of
image processing devices included in the group.

6. The server according to claim 1, the controller addi-
tionally configured to select, from the plurality of image
processing devices included in the group, an image process-
ing device to be excluded from target devices for which the
settings are to be changed by the controller.

7. The server according to claim 6,

wherein the controller is configured to select an image

processing device belonging to a plurality of groups
that are associated with different pieces of user infor-
mation, respectively.

8. The server according to claim 6,

wherein the controller is configured to select an image

processing device that is maintaining a connection with
the server established with respect to a plurality of
groups that are associated with different pieces of user
information, respectively.

9. The server according to claim 6,

wherein the controller is configured to select an image

processing device to be excluded, when an elapsed time
since establishment of a connection between the server
and the image processing device to be excluded is equal
to or less than a predetermined time period.

10. The server according to claim 1,

wherein the controller is configured to acquire the first

user information from the plurality of image processing
devices when the controller establishes the connections
with the plurality of image processing devices.

11. The server according to claim 1,

wherein the controller is configured to determine whether

there is user information stored in the storage unit that
is identical to the first user information; and

the controller is further configured to create a new group

in which at least one image processing device is
registered in association with the first user information,
when the management controller determines that there
is not user information stored in the storage unit that is
identical to the first user information.

12. The server according to claim 1,

wherein the controller is further configured to:

determine whether there is user information stored, in the

storage unit that is identical to the first user informa-
tion; and

when the controller determines that there is user infor-

mation stored in the storage unit that is identical to the
first user information, register the at least one image
processing device in the group that includes the image
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processing devices stored in the storage unit in asso-

ciation with the user information identical to the first

user information.

13. The server according to claim 1, wherein the control-
ler is configured to establish the connection with each of the
plurality of image processing devices by issuing a sign-in
request instruction to each of the plurality of image process-
ing devices.

14. The server of claim 1, wherein the instruction from the
controller to each of the plurality of image processing
devices not already connected to the server includes the first
user information.

15. A server comprising:

a connection interface configured to connect with an

external device;

a storage unit configured to store a database comprising a
plurality of records, each record of the plurality of
records including:

a unique combination of a group name identifying a
group and image processing device information for
identifying an image processing device associated
with the group; and

a first user information associated with the group; and

a controller configured to perform control operations
comprising:
establishing a connection with an information process-

ing device, via the connection interface;
in response to the controller successfully establishing
the connection with the information processing
device, acquiring a second user information for iden-
tifying a user who requests to establish the connec-
tion with the information processing device;
performing user authentication using the acquired sec-
ond user information; and
after performing a successful user authentication,
extracting, from the database in the storage unit, a
record that includes a specific first user information
coincident with the acquired second user informa-
tion;
when a record including the specific first user informa-
tion coincident with the acquired second user infor-
mation is extracted from the database, automatically
collectively establishing a connection with the plu-
rality of image processing devices identified by the
specific image processing device information
included in the extracted record, via the connection
interface, by instructing each of the plurality of
image processing devices not already connected to
the server to issue a sign-in request to the controller;
and
subsequently, collectively terminating the respective
connections with the plurality of image processing
devices, via the connection interface,
the controller configured to perform additional control
operations comprising:
acquiring a setting change instruction for changing
an image processing device setting from the
authenticated user via the communication inter-
face;

determining whether a group setting is effective;

when the group setting is effective, changing the
setting on each image processing device in the
group according to the setting change instruction;
and

when the group setting is not effective, causing the
user to select one or more target image processing
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devices on which the image processing device
settings are to be changed according to the setting
change instruction.

16. A method configured to be implemented on a proces-

sor of a controller, comprising:

establishing a connection between a server and an infor-
mation processing device, via a connection interface;
in response to the controller successfully establishing the
connection between the server and the information
processing device, acquiring a second user information
for identifying a user who requests to establish the
connection with the information processing device;
performing user authentication using the acquired second
user information; and
after performing a successful user authentication, extract-
ing, from a database in a storage unit of the server, a
record that includes a specific first user information
coincident with the second user information used for
successful user authentication, the database including a
plurality of records, each record of the plurality of
records including (1) a unique combination of a group
name identifying a group and image processing device
information for identifying an image processing device
associated with the group; and (2) first user information
associated with the group name and the image process-
ing device information;
when a record including the specific first user informa-
tion coincident with the acquired second user infor-
mation is extracted from the database, automatically
collectively establishing connections between the
server and the plurality of image processing devices
identified by the specific image processing device
information included in the extracted record, via the
connection interface, by instructing each of the plu-
rality of image processing devices not already con-
nected to the server to issue a sign-in request to the
controller; and
acquiring a setting change instruction for changing an
image processing device setting from the authenti-
cated user via the connection interface;
determining whether a group setting is effective;
when the group setting is effective, changing the setting
on each image processing device in the group
according to the setting change instruction; and
when the group setting is not effective, causing the user
to select one or more target image processing devices
on which the image processing device settings are to
be changed according to the setting change instruc-
tion.
17. A server comprising:
a communication interface;
a database; and
a controller configured to:
generate a plurality of records that are stored in the
database by associating users with image processing
devices that the users have previously used, each of
the plurality of records including: (1) first user
information, wherein the first user information iden-
tifies a user; and (2) image processing device infor-
mation that is associated with the first user informa-
tion, wherein the image processing device
information identifies an image processing device;
establish communication with an information process-
ing device via the communication interface;
acquire second user information from the information
processing device;
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extract from the database at least one of the plurality of 19. The server of claim 17, wherein the controller is
records in which the second user information additionally configured to:
matches the first user information; receive first user information and receive image process-
automatically establish communication, via the com- ing device information;

munication device, with the image processing device s ggtablish communication with the image processing
that is identified by the image processing device device identified by the received image processing
information in the at least one of the extracted device information:
plgrc aelslgnr ecdoer\(/iisc:};ouisstsrllllgt;n%i tiei;digtf;% fonatﬁz upon establishing communication with the image process-
p £ . £ duest | ing device identified by the received image processing
controller if the image processing device is not 1o device information, determine whether there is an
already connected to the server; N L ..
acquire Z setting change instruction for changing an existing record within the database containing both the
image processing device setting from the authenti- recelveq ﬁrzt user %Eﬁorma?on.and the received image
cated user via the communication interface; processing cevice ormation; ..
determine whether a group setting is effective; s upon determining that there is a record containing both
when the group setting is effective, change the; setting the received first user information and the received
on each image processing de;/ice in the group image processing device information, change a param-
according to the setting change instruction; and eter within the record to indicate a current communi-
S . ’ cation status with the image processing device; and
when the group setting is not effective, cause the user upon determining that theregispnot a reford containing
to sele.ct onie or more target Image processing devices 20 both the received first user information and the received
on which the image processing device settings are to image processing device information, create a new
be changed according to the setting change instruc- er . .
g g g g record within the database that contains and associates

tion. . . . .
18. The server of claim 17, wherein the controller is ‘poththe recelv.ed first ?Ser,mfonna?on and the received
image processing device information.

additionally configured to authenticate the second user infor-
mation. k% & %



